The fastest-growing provider of card payment acceptance and electronic transaction processing services, part of EVO Payments International, is looking for candidate’s to its Warsaw office for a new challenging position:

**Security Analyst**

Working hours: 6am – 2pm and 10pm-6am CET (Central European Time)

**Job Description:**
The Security Operations Center analyst partner with the Manager of Security Operations Center and participates in one of the two available 8h shifts. The Analyst is responsible for monitoring, analysis, diagnosis, and resolution or escalation of cyber security activity across EVO Payments International’s
telecommunication and data computing infrastructure; as well as responsible for responding to any cyber security alerts. Escalation may include coordination of resolution via support groups or business units.

Essential Responsibilities:

- IDS monitoring and analysis, analyze network traffic, log analysis, prioritize and differentiate between potential intrusion attempts and false alarms,
- Create and track investigations to resolution. Compose security alert notifications,
- Respond to inbound phone and electronic requests for technical assistance with EVO SOC products,
- Manage all customer situations in a professional manner with emphasis on customer satisfaction,
- Configuration and troubleshooting of EVO Sensors and associated infrastructure,
- Assess incident severity and escalate to the next level as needed,
- Interact with network intrusion detection devices and other security systems via proprietary and commercial consoles, both local and remote,
- Must be willing and able to stay up to date with current vulnerabilities, attacks, and countermeasures,
- Working according to 24/7/365 schedules set by Manager.

Required Qualifications:

- Understanding of and/or experience with SIEM technologies,
- Understanding of a wide variety of protocols, including SNMP, SMTP, WMI, syslog, SSH, NTP, DHCP, DNS, CIFS, and NFS,
- Extensive knowledge of TCP/IP Networking, hardware, protocols, LAN configuration, security architectures and LAN/WAN technologies,
- Familiarity with common auditing compliances (e.g. PCI, ISO/IEC 27001, ASAE 3402),
- Solid understanding of the underlying LINUX/UNIX & Windows OS security architecture,
- Bachelor’s Degree or equivalent Computer Science work experience is desired,
- Experience in information technology help desk, security operations centers or IT network operations,
- CompTIA Security, CEH, MSCE, CCNA, or similar industry-recognized certifications a plus,
- Fluent oral and written communication skills in Polish and English is required,
- Communication skills in German and/or Spanish a plus.

We offer:

- A stable full-time job,
- Nice and friendly atmosphere,
- Private medical care,
- Opportunity to work with top security tools in a large international environment.

If you are interested, please send your CV via button:

[Apply]

with keywords in the topic “Security Analyst”

Please include the following statement in your application: “I hereby authorize you to process my personal data included in my job application for the needs of the recruitment process in accordance with the Personal Data Protection Act dated 29.08.1997 (uniform text: Journal of Laws of the Republic of Poland 2002 No 101, item 926 with further amendments)”. 