The fastest-growing provider of card payment acceptance and electronic transaction processing services, part of EVO Payments International, is looking for candidate’s to its Warsaw office for a new challenging position:

Security Engineer

The Security Engineer will focus its day to day activities related to the availability, integrity and confidentiality of customers, business partners, employees and business information in compliance with the organization’s information security policies. Work to implement and maintain EVO’s information security program as directed by senior management and approved by Executive Management. Provide technical expertise on a worldwide basis over the security requirements for applications, systems, networks, peripherals and general infrastructure for all EVO locations across the enterprise as well as provide advisory and consulting services to business partners as directed.

Key responsibilities:
Understand potential and emerging information security threats, vulnerabilities, and control techniques and communicate this information to appropriate team members throughout the company on a timely basis.

Provide security component design, testing and deployment for: disaster recovery solutions, daily operation processes and supporting network infrastructures.

Deploy, integrate and configure of new security solutions and or any enhancements to existing security solutions in accordance with standard best operating procedures generically and the company’s security documents specifically. Working within change control and deadlines.

Engage in ongoing communications with peers in the Systems and Networking groups to ensure the understanding of security goals, to solicit feedback and to foster cooperation.

Continually investigate and introduce security processes improvement measures, metrics and present suggestions.

Participates in the documentation of all procedures within the security department.

Provide weekly status reports to Information Security senior management.

Open and read emails on a daily basis.

Conform with and abide by all federal, state, local regulations, EVO’s Corporate Policies and Procedures, and instructions.

Participate in any/all training and educational activities necessary to fulfill at least the minimum requirements specified in your department goals.

Practice and comply with all regulations promoting a safe and healthy work environment.

Familiarity with common auditing and compliance frameworks like: PCI, ISO/IEC 27001, ASAE 3402.

**Required Qualifications:**

- Bachelor’s degree in field of computer science, business information systems, or information security with a minimum of 5 years of experience.
- Excellent professional oral, written communication and presentation skills in English.
- We desire certification in Enterprise Information Security preferred such as CISSP or GIAC-GSE.
- Solid Windows troubleshooting/management and administering skills and basic Unix skills.
- Strong understanding of proxies, content filtering, AV solutions, vulnerability management, and patching.
- The experience in the following product types is desired but not required
  - Security Information Event Management Systems (SIEM)
  - Database Activity Monitoring Systems (DAM)
  - Data Leakage Prevention Systems (DLP)
  - Intrusion Prevention Systems (IPS)
  - Intrusion Detection Systems (IDS)
  - Encryption appliances
  - Log and event monitoring
  - Other security applications.
- Ability to present ideas in a business-friendly and user-friendly language.
- Ability to effectively prioritize and execute tasks in dynamic and high-pressure environments.
- Proven analytical and problem-solving abilities, ability to investigate and document findings.
- Ability to successfully implement multiple, large, complex tasks from inception through completion.
- Familiarity with risk mitigation strategies and incident response and handling.
- Ability to work independently and without direct onsite supervision to accomplish tasks in a timely manner.
- Must be able to work extended hours as necessary based on business needs.
- Valid driver’s license required (must be able to travel domestically and internationally when needed, approximately 25%)

**We offer:**
- A stable full-time job,
- Nice and friendly atmosphere,
- Private medical care and Multisport card,
- Opportunity to work with top security tools in a large international environment.

If you are interested in the above position, please send us your CV in English via button:

Apply

with keywords in the topic "Security Engineer"

Please include the following statement in your application: "I hereby authorize you to process my personal data included in my job application for the needs of the recruitment process in accordance with the Personal Data Protection Act dated 29.08.1997 (uniform text: Journal of Laws of the Republic of Poland 2002 No 101, item 926 with further amendments)."